Как защитить себя в интернете?

Несколько советов как себя защитить

**Эти Советы помогут тебе защитить себя и свои персональные данные в интернете:**

Информация в интернете не всегда является достоверной и надежной, а иногда даже специально создается для кражи личной информации.

Например, Ты получаешь письмо: "Здравствуйте, отправляю вам фото". Во вложении, судя по картинкам, действительно фото.

Что случится, если ты кликнешь на картинку? Перед тобой откроется новая страничка, словно страничка с твоей почтой перезагрузилась. Ты вводишь свои данные, чтобы вернуться в почту и автоматически отдаешь свою личную информацию злоумышленникам. Это называется фишинг - кража личной информации.

**ЗАЩИЩАЕМ СЕБЯ:**

* Всегда проверяй, с какого адреса пришло письмо. Если адрес кажется странным, и ты сомневаешься, стоит проверить адрес в интернете.
* Внимание на «обезличенные» письма. Письма без личных обращений и личной информации подозрительны.
* Осторожно с просьбами о немедленных решениях. Фишинговые письма любят пугать, заставлять немедленно совершать нас что-то делать. Злоумышленник не хочет, чтобы у нас было время подумать.
* Внимание на адресную строку. Сайты мошенники содержат дополнительные символы, ошибки, цифры.